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Cultivating Open Information Platforms:  A Land Trust Model

Molly Shaffer Van Houweling*
Introduction

James Boyle has led a recent call for intellectual property “environmentalism”—a movement to fend off perceived threats to the public interest posed by expansions in the scope and term of intellectual property protection.
  Inspired in part by Boyle’s environmental message, a number of organizations have sprung up that aspire to expand and cultivate the body of intellectual works that are not subject to proprietary control.

The Internet is another source of inspiration for this movement.  The Internet is built on a suite of protocols over which no one claims ownership.
  Standardization around these protocols results in interoperability—everyone using the Internet can communicate with everyone else regardless of their hardware or operating system.  The absence of proprietary claims on the protocols means that no one extracts monopoly rents from their use.  Many commentators attribute the growth of the Internet to the free and universal availability of these public domain protocols.
  

The first generation of public domain Internet protocols was developed by academics and government researchers who may not have needed the incentives of intellectual property to motivate their innovations.  Today, by contrast, much Internet innovation is done by the private sector.  But some profit-motivated technologists still pursue a strategy of permitting open access to their protocols in order to maximize the size of the network (and, thereby, to maximize the market for the technologist’s other products).

Observers have raised a cautionary flag about protocols that come with no proprietary stings attached.
  The fear is that public domain protocols are subject to “pollution” by entities who hope that their proprietary variations of the protocols will eventually trump the interoperable originals.
  Some inventors who profess commitment to interoperability and open standards point to the specter of this sort of pollution to justify retaining proprietary control over technologies in order to forbid other developer’s proprietary variations.
  

This type of pollution control poses its own problem: potential adopters cannot be certain that a company that retains proprietary control over a technology will not use that control to extract its own monopoly rents in the future.  The intellectual property holder could commit an “intellectual property ambush” by changing the terms on which it makes the technology available to adopters who have become dependent upon it.
 

I propose a solution to the dual problems of pollution and ambush, one suggested by Boyle’s analogy to the environmental movement.  A “land trust” for intellectual property could serve as a trusted party to whom an inventor could assign his intellectual property rights for the dual purposes of pollution control and ambush prevention.  

The Pollution Problem

“Pollution” occurs when a company creates a variation on a public domain protocol and makes a proprietary claim to the variation.  For example, Kerberos is an authentication protocol developed at MIT and published by the Internet Engineering Task Force (“IETF”).
  Although “Kerberos” is a trademark of MIT, and MIT holds copyright in its implementation of the protocol (which it licenses without charge and with few conditions), no one has claimed a proprietary interest in the protocol itself.  Microsoft (or anyone else) is therefore free to implement the protocol in its operating systems, or to modify the protocol as it sees fit.  Microsoft in fact implemented a proprietary variation of the Kerberos protocol in its Windows 2000 operating systems.  The variation allegedly made it difficult for non-Windows servers to interact with Windows PCs in the same way that Windows servers could.
  

The developers of Kerberos were dismayed that a protocol they had developed and shared with the public for the purpose of promoting interoperability was being used to benefit a closed, incompatible system.  As one of the original developers put it, “[t]his completely defeats the IETF’s interoperability goals.”

The perceived threat posed by protocol pollution is that the polluter will extend the public domain protocol in a way that reduces interoperability with products implementing the original protocol.  If the company has sufficient market power, it may then be able to attract users away from those products that use the original public domain protocol, because using the proprietary version maximizes interoperability with the pollutor’s installed base.
  Pollution can thus discourage creation of public domain protocols by developers who are incentivized by the prospect of maximizing interoperability.


The pollution of public domain protocols has been referred to as the “embrace, extend, and extinguish” strategy.
  During the Microsoft antitrust trial the Government claimed that Microsoft attempted to “‘embrace’ existing Internet standards, ‘extend’ them in incompatible ways, and thereby ‘extinguish’ competitors.”
  In addition to testimony about Kerberos, the Government introduced testimony that Microsoft intended to extend HTML (the basic public domain web protocol) “to the point where it was incompatible with the Netscape browser and encourage people to develop to their version of HTML so that pages couldn’t be read with Netscape's browser.”
  A public domain protocol developed for the express purpose of interoperability could thus be leveraged to destroy interoperability (and the competitors who rely on it).

Proprietary Pollution Control

Faced with the pollution threat, some proponents of cross-platform interoperability are reluctant to put protocols they develop in the public domain with no strings attached.  For example, Sun Microsystems developed Java, a programming language and associated technologies, as a “write once, run anywhere” solution for cross-platform application development.
  Concerned that incompatible Java implementations would threaten interoperability, Sun conditioned licenses for developing Java-based products and using Java logos on compliance with compatibility testing.
  

Microsoft claimed to support the Java technologies.
  But, in fact, “developers who . . . used Microsoft’s tools to develop what Microsoft led them to believe were cross-platform [Java] applications ended up producing applications that would run only on the Windows operating system.”
  When Microsoft developed these polluted Java tools, Sun (citing its license provisions) sued for copyright infringement and unfair competition.  The case was eventually settled for twenty million dollars.
  A Sun lawyer has argued that Sun’s exercise of its proprietary claims to Java is an example of a successful strategy for promoting interoperability and avoiding pollution.
  Several observers of the Kerberos controversy suggested that the developers of Kerberos should have taken this Sun approach—preventing (or at least responding to) proprietary pollution of the open protocol by asserting their own proprietary rights over Kerberos and imposing openness and/or compatibility requirements on subsequent developers.
  

Leveraging of proprietary claims to promote open standards and interoperability is also promoted by proponents of the GNU General Public License (“GPL”).  The GPL gives licensees permission to copy, modify, and redistribute copyrighted software under certain conditions.
  One key condition is that redistributions of the software’s object code (strings of machine-readable 0s and 1s) must be accompanied by corresponding source code (the language in which the software was originally programmed, which can be understood by human programmers).  Another condition is that derivative works must also be accompanied by source code and must be licensed under the GPL.
  GPL proponents argue that the license’s proprietary restrictions undermine attempts to “tak[e] the result of open projects and standards, and add[] incompatible . . . features in closed source.” 
  A licensee that incorporates modified GPL-licensed software into its products cannot undermine interoperability by keeping the details of its modification secret (and, thus, difficult for others to build upon).  Under the GPL, the licensee must release the source code along with any modifications.

The Intellectual Property Ambush

The problem with protecting interoperability via proprietary control is that a developer committed to maximizing interoperability may change its tack if its technologies succeed in the marketplace.  The result has been referred to as an “intellectual property ambush”—users who have come to depend on a protocol that has been shared on generous terms to promote interoperability are faced with new, restrictive terms imposed by the original developer.  

There are plenty of examples and variations of the intellectual property ambush problem that give potential adopters of Java and other proprietary information platforms something to worry about.
  For instance, after the university and research communities spent years improving the UNIX operating system, AT&T asserted its right to demand royalties for it.
  As Robert Young recalls:

All the universities and research groups who had helped build Unix suddenly found themselves having to pay for licenses for an [operating system] that they had helped build.  They were not happy, but could not do much about it—after all, AT&T owned the copyright to Unix.  The other development teams had been helping AT&T at AT&T’s discretion.
  

Fear of this sort of intellectual property ambush may discourage developers from building on an information platform that is subject to proprietary pollution control.

Heading

A Trusted Third Party Model From the Environmental Movement

Developers who want to retain proprietary control over protocols in order to control pollution, but who need to give potential adopters assurances that they will not be ambushed, could simply promise licensees that the protocol will always be licensed under the original (or similar) terms.  Ambush would trigger liability for breach of contract.  The disadvantages of this contractual approach are familiar ones.  First, privity:  the protocol developer might assign the protocol to a third party who is not bound by the terms of the contract; or the licensor might sublicense a derivative work to a subsequent adopter who will not be able to rely on the developer’s promises.  Second, reality:  the promise of an eventual lawsuit may be cold comfort to those potential adopters who are out-matched by the developer in terms of size and legal wherewithal.  

Proponents of the GPL argue that information platforms based on software licensed under the GPL are not subject to ambush.  The basic argument is that even if the holder of copyright to GPL-licensed software decides to change the terms on which the latest version of the software is distributed (perhaps distributing only object code or charging royalties for the use of source code), developers who depend on the software can avoid any restrictive licensing terms by ignoring the copyright holder and improving the original code (which they have been licensed to copy and modify under the GPL) themselves.  As Tim O’Reilly puts it, “if an open source project leader fails to keep the trust of his users and developer community, those other developers can take his or her work and build on it independently.”
  

Another bulwark against ambush is that the eventual fragmentation of the copyright to GPL-licensed software.  An initial developer who invites others to contribute improvements to a GPL-licensed software project cannot ambush the entire new-and-improved project, because he is bound by the GPL as it applies to the portions of the project authored by others.
  He cannot distribute the latest new-and-improved version of the software under anything other than the GPL.
  


This is the theory of the GPL, anyway, that once a piece of software is released under its terms the software is encumbered by the duty to comply with the terms of the GPL.  Margaret Jane Radin and Robert Merges have questioned this aspect of the GPL, suggesting that courts will be hostile to contractual obligations that purport to “run with” a copyrighted work—just as courts have traditionally been hostile to covenants and other servitudes that purport to run with real property.
  This hostility might also undermine other attempts to solve the ambush problem through contract (say, a simple promise from the developer that the protocol will always be made available on certain terms); the contract may not bind a company that purchases the rights to the protocol from the original developer, and the contractual benefit may not extend to someone who sublicenses rights from an original licensee.
The desire to make a binding, long-term commitment that property will only be used in certain ways is, after all, a familiar one—exhibited by, for example, neighbors who want to make a binding commitment that the property between their homes will be used as a shared driveway.
  But the law has generally been skeptical of attempts to subject property to obligations that “run with” the property far into the future.  This hostility springs from familiar concerns about the fairness and inefficiency of letting a property owner determine in idiosyncratic ways how future generations will use his property.  

Hostility to long-term property encumbrances is tied to familiar concerns about the fairness and inefficiency of letting a property owner determine in idiosyncratic ways how property may be used far in the future.  But a long-term commitment that binds even subsequent owners of property is exactly what a technologist who is hemmed in by concerns about pollution and ambush needs.  

An alternative approach is suggested by analogy to the land conservation movement.  Landowners dedicated to conserving open space or wildlife habitats, like interoperability-minded technologists, are faced with the dual dilemma of pollution and ambush.  A landowner who wants to ensure that her land is not developed cannot simply abandon her land to the “public domain.”  Without limitations on its use the land will surely be, literally, polluted.  But a landowner who retains ownership of her land may fear ambush—that is, she or her heirs may be tempted in the future to develop the land themselves and to abandon the preservation goal.  Common law privity requirements and related limitations on real covenants, easements, and equitable servitudes limit the extent to which the landowner can make a binding promise that neither she nor her successors will exploit the land.

Land trusts--non-profit organizations that pursue conservation goals through acquisition of land and easements
--help landowners out of the pollution-ambush bind.  

The privity requirement and similar limitations on covenants prompted an innovation in the f

McGowan suggests a possible method for dispelling the specter of the opportunistic copyright holder:  “One way to combat opportunism is to ask authors of open-source code to assign their rights to an organization controlled by a representative portion of the community.”
  

A model for such an organization is suggested by the phenomenon of the “land trust,” a type of non-profit organizations that pursues conservation goals through acquisition of land and easements.
  Land trusts appeal to landowners who want to ensure that their land remains free from development but are uncertain that future buyers or heirs will have adequate resources to protect the land or adequate commitment to conservation.
  In other words, the landowner wants to avoid pollution (development by outsiders) and ambush (changed terms of use imposed by the landowner or his successors).

Land trust strategies include targeting especially important lands for outright purchase,
 soliciting donations of land or remainder interests in land,
 and negotiating for donation or sale of conservation easements.
  Under a conservation easement the landowner continues to own the land, but he and all subsequent landowners are bound by the easement restrictions limiting the land’s uses.
  The land trust takes on the responsibility of enforcing the limitations against the landowner and any other would-be developers.
  

The Free Software Foundation, with its long history of zealous support and advocacy for the GPL, is one example of a trusted third party that could receive assignments of intellectual property for purposes of pollution control and ambush prevention.
  In fact, the Free Software Foundation requires that contributors to the Foundation’s own projects assign their copyrights to the Foundation;
 the Foundation apparently also welcomes assignments of rights to other GPL-licensed software.
  The Free Software Foundation backs up its reputation as a trusted steward of GPL-licensed software with explicit promises to assignors that its distributions of their software will always be accompanied by the source code, and that it will permit recipients to distribute the source code as well.
  In other words, the copyright assignment is conditioned on the Free Software Foundation’s contractual promise not to attempt an intellectual property ambush.  

The Free Software Foundation’s approach mirrors the conservation easement concept.  Under the assignment agreement the Free Software Foundation agrees to grant to the assigner a non-exclusive right “to use the work as [he] see[s] fit,”
 analogous to the landowner’s continued right under a conservation easement to live on and sell his land.  But because the copyright assigner no longer holds copyright to the software (or any “changes and/or enhancements to the software,” copyright in which is also assigned to the Free Software Foundation
) he cannot commercially exploit the software by enforcing any restrictive terms on anyone else’s use of it—just as a landowner may not develop his land in ways prohibited by the conservation easement.  In both cases, the donor is relieved of the burden of enforcing his rights against infringers, and the donee is required to enforce those rights per its agreement with the donor.

Expanding the Land Trust Model


The Free Software Foundation appears to serve a role analogous to a land trust, and thus helps software developers avoid pollution and renounce ambush.  But the FSF is devoted to enforcement of only one type of license, the GPL, which applies only to one form of intellectual property, copyright.  Avoiding protocol pollution may also require reliance on patents (which can protect protocol specifications, not just the verbatim code of software implementations) or trademarks (which can be used to prohibit false claims of compliance with protocol specifications).  The new breed of intellectual property environmentalists could create additional mechanisms for solving the developer’s dual dilemma of pollution and ambush by expanding the land trust model beyond the limits of the FSF.


This essay begins to sketch the justification for such “intellectual property conservancies,” and suggests several questions for future research.  

1. What is the best mechanism for ensuring that an intellectual property conservancy will enforce pollution controls?  Possibilities include statutorily-imposed obligations; contractual commitments to the donor that the intellectual property will be licensed only on certain terms; and trust agreements that impose less specific fiduciary obligations on the conservancy/trustee.  Should the conservancy have flexibility to change (or discard) pollution control measures if, for example, a donated protocol falls into disuse because of inadequate incentives to update and improve it?

2. How would an intellectual property conservancy accumulate resources adequate to the costly task of enforcing pollution control measures?

3. How can an intellectual property conservancy establish that it can be trusted not to commit its own intellectual property ambush?  Structuring the conservancy as a non-profit might remove the direct incentive to ambush, but non-profit structure alone hardly ensures that a conservancy will not be captured by, for example, self-interested donors.  

4. Is the incentive of interoperability sufficient to entice donations of intellectual property to a conservancy?  If not, is there a public policy justification for encouraging donations through tax incentives like those that apply to donations of conservation easements in the land trust context?

5. Would some developers who might otherwise have incentives to donate intellectual property to a conservancy be discouraged by federal policies that promote proprietary exploitation of government-sponsored research results?

6. Would some developers who might otherwise have incentives to donate intellectual property to a conservancy be dissuaded by the prospect that they could no longer use the donated intellectual property for defensive purposes in an infringement suit against them?

7. Could (or should) an intellectual property conservancy overcome the provision in the Copyright Act that permits authors to terminate transfers of their copyrights after 35 years?  

Conclusion


Internet protocol developers who want to replicate the benefits of the initial suite of open Internet protocols may be discouraged by the threat of protocol pollution; would-be adopters of their protocols may be discouraged by the threat of ambush.  Intellectual property conservancies built on the land trust model could help address both of these challenges by enforcing protocol developers’ pollution-control preferences while binding them to their promises to forgo ambush.  Future research will explore how intellectual property conservancies should be structured to ensure their own trust-worthiness and to overcome potential obstacles to donation.
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